
Privacy Statement 

 

Effective as of [10.7.2025] 

 

[TungDota99] and its subsidiaries and affiliates (“we”, “us”, or “our” ) respect 

your privacy. This Privacy Statement (“Statement”) informs you about our 

privacy practices including details of the personal data we collect, use, disclose, 

share, as well as choices you can make and rights you can exercise in relation 

to your personal data. This Privacy Statement applies to[TungDota99](“App” or 

“Service”). 

 

1. Use of Personal Data 

We may use your personal data for the purposes described in this Statement 

and for the following business purposes: 

 Performing services, including, providing user service or providing 

advertising or marketing services. 

 Detecting security incidents, protecting against malicious, deceptive, 

fraudulent, or illegal activity, and prosecuting those responsible for that 

activity. 

 Debugging to identify and repair errors that impair existing intended 

functionality. 

 Undertaking internal research for technological development and 

demonstration. 

 Undertaking activities to verify or maintain the quality or safety of a service 

that is owned, manufactured, manufactured for, or controlled by us, and to 

improve, upgrade, or enhance the service that is owned, manufactured, 

manufactured for, or controlled by us. 

 

2. Collection of Personal Data 

We may collect your personal data as follows: 

 device identifiers (such as IDFA, IDFV for Android, GAID for IOS). 

 email address. 

 the type, version, brand, language and operating system of device. 



 the type and operator of network (such as Mac address). 

 behavioral usage of the App. 

 

3. Sharing of Personal Data 

 We may have disclosed the following categories of personal data about you 

for a business purpose to the following categories of third parties: 

 Our affiliates and subsidiaries; 

 Professional services organizations, such as auditors and law firms; 

 Vendors who provide services on our behalf; 

 Our business partners, such as advertising networks, internet service 

providers, data analytics providers, operating systems and social networks. 

 

4. Safeguard of Personal Data 

We take seriously the trust you place in us to protect your personal data. To 

protect your personal data from loss, or unauthorized use, access or disclosure, 

we utilize reasonable and appropriate physical, technical, and administrative 

procedures to safeguard the data we collect and process. 

 

The personal data you provide us with is stored on computer systems locked in 

controlled facilities which have limited access. Access to your data is restricted 

to our employees or authorized third parties who need to know that data to 

process it for us, and who are subject to strict confidentiality obligations. 

 

5. Storage of Personal Data 

We keep personal data for the length of the contractual relationship and, to the 

extent permitted by applicable laws, after the end of that relationship, for as 

long as is reasonably necessary to perform purposes set out in this Statement, 

to protect us from legal claims and administer our business. When we no longer 

need to use personal data, we will delete it from our systems and records or 

take steps to anonymize the data unless we need to keep it longer to comply 

with a legal or regulatory obligation. 

 

6. Privacy Rights  



You have certain choices regarding our use and disclosure of your personal 

data, as described below: 

 Access: You may have the right to request that we disclose to you the 

personal data we have collected, used and disclosed about you. 

 Correction: You have the right to request the correction of any personal data 

we maintain about you. 

 Deletion: You have the right to request that we delete certain personal data 

we have collected from you. 

 You have the right to withdraw consent. 

 

7. Children 

Our Services are not directed to children and we do not intentionally gather 

personal data about users who are under the age of 13. If you learn that anyone 

younger than 13 has provided us with personal data, please contact us and we 

will take steps to delete such data. 

 

8. Links to Third-Party Services 

You may access other Third-Party Services through the App, for example by 

clicking on links to those Third-Party Services from within the App. We are not 

responsible for the privacy policies and/or practices of these Third-Party 

Services, and you are responsible for reading and understanding those Third-

Party Services’ privacy policies. This Statement only governs personal data 

collected on our App. 

 Google AdMob & Firebase: https://policies.google.com/privacy 

 Facebook: 

https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 

 

9. Changes and Contact 

We may revise, add, or remove any or all portions of this Statement from time 

to time and the most current version will always be posted on this page. 

 

To contact us, please send the email to: [nguyenthiquyen111076@gmail.com] 


